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Receiving Secure E-mail 
 
If the Recipient has secure e-mail, the message will be decrypted and displayed as a 
normal message in their Inbox. 
 
If the Recipient does not have secure e-mail, they will get an e-mail notification message. 
 

 
 
From here, the Recipient is able to click on the link (shown above), which will open their 
web browser and display the login page. 
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(Example of the login web page the Recipient would see after clicking web link) 
 

 
 
At the passphrase prompt, the Recipient will enter the password or passphrase to the 
question (refer to Section II, Question 2) and click Submit. 
 

IMPORTANT NOTE: The password or pass-phrase is not case-sensitive and will 
not allow special characters. 
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(Example of what a Recipient would see as a secure E-mail message) 

 
The message will be displayed in the SecureMessenger web browser.  The Recipient has 
the option of replying to the Sender, closing the message for later viewing or destroying 
the message (presumably if the message is no longer needed). 
 


